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1. Security Management

1.1. The Company regularly identifies, assesses, examines and controls each type 

of risk related to its operations. The Company evaluates the effectiveness of the 

policies, arrangements and procedures from time to time to be able to cover the 

financial needs and capital requirements accordingly. 

1.2. The Company is affiliated with top-tier banks that provide effective safety 

measures for the Clients’ funds as an effort to be one of the most reliable and 

transparent financial firms in the in the industry. 

2. Encryption

2.1. The Company provides a secured connection using advanced firewalls and Se- 

cure Sockets Layer (hereinafter the “SSL”) that encrypt and protect any information 

that the Company’s servers receive. This security protocol also prevents data theft 

and unauthorized access by third parties and keeping data integrity by ensuring 

that all data remains unchanged during transmission. 

2.2. In terms of using and/or performing a transaction (deposit/withdraw) in the 

Company’s website, all data and information collected are encoded and encrypted. 

Personal information entered in the website are protected by a security protocol to 

prevent data leak. 
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